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Section 1 - Introduction

LifeSafety Power's NetLink modules may be added to Genetec Security Center by installing the LSP Entity software pack-
age along with the Security Center SDK. Once installed, LSP Entity allows the user to add one or more NetLinks as enti-
ties, allowing Security Center to have access to the NetLink's status and control features, as well as provide a link to the
NetLink's browser interface directly from within Security Center. This manual assumes the user is already familiar with
Genetec's Security Genter application and LifeSafety Power's NetLink module. For more information, consult the Security
Center or NetLink documentation.

1.1 LSPEntity Architecture
LSPEntity integrates LifeSafety Power NetLink® (NL) devices into Security Center.

Security Center saves the NetLink’s IP, Port number, username, password, and SNMPv3 Trap Receiver messages to entity
properties.

LSPEntity enables users to import NetLink information from the Entities configure page and once imported, the NL devices
will appear in the configure page. LSPEntity then generates the authentication information, so users can directly log into
NetLink’s home page via the NL hyperlink.

LSPEntity uses SNMP trap messages to receive NetLink status changes and generates custom events to Security Center
from those trap messages.

- Genetec
(a Security Center.

Security Desk Config Tool

Displays NL Displays NL
Event Messge Hyperlink

NL

NetLink Devices

LSPEntity
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Section 2 - Installing the LSP Entity Application

The LSP Entity application must be installed on the PC which is running Security Genter. The installation package will also install the
Genetec Security Center SDK on the machine if not already installed.

NOTE: It is strongly recommended to disable all antivirus software before installation.

2.1 Install the LSP Entity Application
Please follow the steps below closely to properly install the LSP Entity software.

1. Ensure any previous version of LSP Entity is uninstalled completely from the PC.
2. Copy the LSP Entity installation files to the hard drive of the PC.

3. Open "LSPEntity x.xx.exe" (where "x.xx" is the version number) and click "Yes" or "Run" if the warning regarding "unknown pub-
lisher" appears (Figure 1).

User Account Control *

Do you want to allow this app from an
unknown publisher to make changes to your
device?

LSPEntity 1.00.exe

Publisher: Unknown
File origin: Hard drive on this computer

Show more details

Yes Mo

Figure 1

4. When the Installation Wizard appears, click Next (Figure 2).

‘E LSPEntity - InstallShield Wizard *

Welcome to the InstallShield Wizard for
LSPEntity

The Installshield(R) Wizard will install LSPEntity on your
computer, To continue, dick MNext.

WARNING: This program is protected by copyright law and
international treaties.

<gack [ Mext> || cancel

Figure 2



Section 2 - Installing the LSP Entity Application (continued)

5. Read and accept the license agreement, then click Next (Figure 3).

ﬁ LSPEntity - InstallShield Wizard *
License Agreement
Please read the following license agreement carefully.
A

LIFESAFETY POWER INC. SOFTWARE
LICENSE AGREEMENT AND WARRANTY
STATEMENT

WNOTICE: PLEASE READ THIS DOCUMENT CAREFULLY. This Software License ¥

(®)1 accept the terms in the license agreement

(01 do not accept the terms in the license agreement

InstallShield

| <pack [ Next> || cancel |

Figure 3

6. When the "Ready to Install" window appears, click Install (Figure 4).

ﬁ LSPEntity - InstallShield Wizard *

Ready to Install the Program
The wizard is ready to begin installation.

Click Install to begin the installation.

If you want to review or change any of your installation settings, dick Back. Click Cancel to
exit the wizard,

InstallShield

| <Bak [ mstal || caneel

Figure 4
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Section 2 - Installing the LSP Entity Application (continued)

7. When the installation is complete, click Finish (Figure 5).

ﬁ LSPEntity - InstallShield Wizard *

InstallShield Wizard Completed

The Installshield Wizard has successfully installed LSPEntity.
Click Finish to exit the wizard.

Figure 5

2.2 Install the Genetec Security Center SDK
Please follow the steps below closely to properly install the Genetec Security Center SDK

8. From the Start Menu, click "Launch LSPServer.exe" to open the LSPEntity management interface (Figure 6).

Microsoft Edge  Microsoft Store

e ¢ ®B

Control Panel  Security Desk  Config Tool

Figure 6



Section 2 - Installing the LSP Entity Application (continued)

9. Click "Yes" or "Run" if the warning regarding "unknown publisher" appears (Figure 7).

User Account Control x

Do you want to allow this app from an
unknown publisher to make changes to your
device?

LSPServer.exe

Publisher: Unknown
File origin: Hard drive on this computer

Show more details

Yes Mo

Figure 7

10. When opened for the first time, the LSPServer application will alert the user that the Genetec Security Center SDK is not in-
stalled. Click OK to unzip the files (Figure 8).

The LSPEntity software requires the Genetec Security Center SDK to be
installed, Please Install the SDK,

Figure 8

11. Choose a location for the files and click Unzip. When finished, click OK, then Close (Figure 9).

WinZip Self-Extractor - Security_Center_v_5_7_SR3_b809_.. X WinZip Self-Extractor - Security_Center_v_5_7_5R3_b209_.. WinZip Self-Extractor - Security_Center_v_5_7_SR3_b809_.. X
To unzip all files in this self-extractor file to the N To unzip all files in this seff- file to the Unzi To unzip all files in this seff-extractor file to the Unzi
specified folder press the Unzip button. L fied foldy WinZip Self-Extractor w s specified folder press the Unzip button.

At oz o |

Unzip to foldg Unzip to folder: _

| | Browse... | | Close | |C:\Genetec 175 file(s) unzipped successfully Close | C:\Genetec | | Browse... | | Close |

Overwrite files without prompting Ovenwrite Pbout Overwrite files without prompting
Help lhep | Hep

Figure 9
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Section 2 - Installing the LSP Entity Application (continued)

12. When the SDK Installation Wizard appears, click OK (Figure 10).

Genetec Security Center 5.7 5DK - InstallShield Wizard >

Select the language for the installation from the choices below.

English (United States) v|

[ ok | cancel |

Figure 10

13. At the welcome window, click Next (Figure 11).

;@ Genetec™ Security Center 5.7 SDK - InstallShield Wizard X

Welcome to the InstallShield Wizard for
Genetec™ Security Center 5.7 SDK

The Installshield(R) Wizard will install Genetec™ Security
Center 5.7 5DK on your computer, To continue, dick Mext.

WARNING: This program is protected by copyright law and
international treaties.

<gack [ Next> || cancel

Figure 11




Section 2 - Installing the LSP Entity Application (continued)

14. Read and accept the license agreement, then click Next (Figure 12).

ﬁ Genetec™ Security Center 5.7 5DK - InstallShield Wizard *

License Agreement

Please read the following license agreement carefully.

Software License Agreement & Genetec™
Advantage Terms of Use

SOFTWARE LICENSE AGREEMENT

PLEASE READ THIS DOCUMENT CAREFULLY BEFORE USING THE
ACCOMPAMNYING SOFTWARE (THE "SOFTWARE PRODUCT"). INDIVIDUALS OR.

(®)1 accept the terms in the license agreement

(01 do not accept the terms in the license agreement

InstallShield

| <Bak [ nNet> || cancel

Figure 12

15. Leave the default destination folder or select the folder where Security Center is located, then click Next (Figure 13).

ﬁ Genetec™ Security Center 5.7 SDK - InstallShield Wizard *
Destination Folder
Click Mext to install to this folder, or dick Change to install to a different

Install Genetec™ Security Center 5.7 SDK to:

C:\Program Files (x86)\Genetec Security Center 5.7 SDK),

InstallShield

| <Bak [ nNext> || caneel

Figure 13
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Section 2 - Installing the LSP Entity Application (continued)

16. Ensure that "Create default firewall rules for Genetec Security Center x.x SDK" is selected, then click Next (Figure 14).

ﬁ Genetec™ Security Center 5.7 5DK - InstallShield Wizard *

o -

To ensure that Genetec™ Security Center 5.7 SDK functions properly, firewall rules
must be created to allow communication between its various components.

[] Create default firewall rules for Genetec™ Security Center 5.7 SDK

InstallShield
| <Bak [ nNet> || cancel
Figure 14
17. At the Ready to Install window, click Install (Figure 15).
ﬁ Genetec™ Security Center 5.7 5DK - InstallShield Wizard *

Ready to Install the Program
The wizard is ready to begin installation.

Click Install to begin the installation.

If you want to review or change any of your installation settings, dick Back. Click Cancel to
exit the wizard,

InstallShield

| <Bak [ mstal || cancel

Figure 15




Section 2 - Installing the LSP Entity Application (continued)

18. Ensure that "Automatically check for updates for all installed Genetec products" is selected, then click Next (Figure 16).

ﬁ Genetec™ Security Center 5.7 SDK - InstallShield Wizard *

Genetec™ Update Service

To ensure peak system performance, security and enhancement updates must be
applied as soon as they are available to all installed Genetec™ products,

Automatically check for updates for all installed Genetec™ products

InstallShield

| <Bak || Mext> || cancel

Figure 16

19. When the installation is complete, click Finish (Figure 17).

ﬁ Genetec™ Security Center 5.7 5DK - InstallShield Wizard *

InstallShield Wizard Completed

The Installshield Wizard has successfully installed Genetec™
Security Center 5.7 SDK. Click Finish to exit the wizard.

[ show the Windows Installer log

< Back Cancel
Figure 17
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Section 3 — Adding NetLink modules to Security Center

3.1 Logging into LSPEntity
Please follow the steps below closely to log into the LSPEntity application.

1. Open "Launch LSPServer.exe" from the Start menu to open the LSPEntity management user interface (Figure 18).

4% Advanced Custom Entity - m} X
LSP Custom Entities

Introduction

Please enter the Directory, Usename and Password to Log in as an admin user, then Click "Create CETD" to create a LSP
Custom Entity or Click "Remove CETD" to remove LSP Custom Entity .

Directory: |12?.0.0.1 |
Usename: |admin |
P [enessseensaes |
Login Log in as an admin user
CustomEntityTypeDescriptor

The CustomEntityTypeDescriptor Name and Guid are retrieved from a "Common" DLL shared between the Server and Clien
For this example, the DLL is called LSPCommon.dIl. The CETD used throughout this example is named "LSPNetLink".

Name |LSPNElLinI: |
Guid: |758(5508-2d08-4d4c-Q?Sf—QZZH?ES5499 |

Create CETD | Create a CustomEntityTypeDescriptor using the name and guid above, with all capabilities enabled

Remove CETD| Remowves the CETD from the server.

Figure 18

2. Enter the Genetec Security Center directory, user name, and password and click Login. If the login is successful, a popup will ap-
pear with the number of found LSP entities (Figure 19).

Find & LSP Custom Entities!

Figure 19




Section 3 — Adding NetLink modules to Security Center (continued)

3.2 Create a NetLink CETD (Custom Entity Type Descriptor)
Ifa CETD has not been previously created, follow the steps below to add the CETD for LSP NetLink modules to Genetec Security Center.

3. From the LSPEntity window, click the Create CETD button (Figure 18). A popup will appear when the CETD is created successfully
(Figure 20).

The CETD creation is success!

QK |

Figure 20

3.3 Add NetLink Entities to Security Center
Once a CETD has been created, follow the steps below to add LSP NetLink modules to Genetec Security Center.

4. Open Genetec Security Center and navigate to Config Tool > Area View > Add an Entity and select LSPNetLink (Figure 21).

* DESKTOP-LZNTPAO

Figure 21
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Section 3 — Adding NetLink modules to Security Center (continued)

5. Enter the Device Type, SitelD, IP address, HTTPS port, user name, and password for the NetLink to be added. Enter the SNMP V3
user name and password and the SNMP Port (ensure the information added matches the information on the configure page of the
NetLink board). (Figure 22)

- | 22
Identity | LSPNetlink Configs

4 ® DESKTOP-O64V6BI
Hyperlink | Trap Setting | SQL Settings

Netlink Settings

Device Type

SitelD
P

Hittps Port

Figure 22

6. Enter the SNMP Port (matching the SNMP port on the configure page of the NetLink). If the NetLink is translated via an
IP converter, please configure the SNMP port to be accessible as a UDP port and link this port to the NetLink. (Figure 23)

.. REMOTE REPORTING

wSP . =

HOME  Reporting Configure Tool;

SNMP Settings

Basic
Read Community: | pubiicread [m
Write Community: | pubiicurite [m
Location: [ LsP ] [m
| Port #: [ 161 | [m
Trap Type: Inform - |_._
Figure 23

7. Once the information is entered, click Add to save the NetLink hyperlink and the NetLink will be added to the NetLink List. (Figure 22)



Section 3 — Adding NetLink modules to Security Center (continued)

8. Ensure the firewall inbound and outbound rules are configured to allow access to the SNMP port entered above. (Figure 24).

ﬂ Windows Defender Firewall with Advanced Securit — a x
File Action View Help
= al@ =]
@ Windows Defender Firewall wit] JECSI L Actions
K3 Inbound Rules ~ ]
Name Group Profile  * || Inbound Rules -
Qutbound Rules
%4 Connection Security Rules || % Open_Port KMS Al & NewRule.
> B Monitoring @ New Inbound Rule Wizard * 3
Protocol and Ports 4
Specfy the prolocols and ports to which ths e applies '
3
Steps:
& Rule Type Does this ule applyto TCP or UDP?
& Protocol and Ports O TCP
@ Action ® uppP
@ Profile
N
@ Mame Does this rule apply to all local ports or specific local ports?
O All local ports
@ Specific local ports- [161l
Example: 80, 443, 5000-5010
| <Back |[ Net> || cancdl
- 4
( S |

Figure 24

9. Once added, click the View button to access the NetLink's browser interface (Figure 25).

""" Llr s
Plﬂwel’r”ety

HOME  Reporting

PowerCom°® r

admin Log Out

Configure Tools Ver: 9.17

(#1119 »Genetec Test

DEVCESat Aug 10 2019

Network Module Dashboard

Time (EEZTI

NL4 ver:1.10

View/Export past 1000 point(s) history

NL4 Connected Devices

Enclosure Temperature 4775 °C
CurrentSense1 #3000 Amp
CurrentSense2 0580 Amp
ADC1Reading 000000 VDC

Event1 [Inacivel
Service Due [Nal
Control 1 [0f1] Control 2 [0

‘ Normal @ | Trouble @

Device 1

Madel

Voltage:

Device ID

EPVE

1270VDC

FP-1

re Alarm (O service @

Fault Data Only

Device On/Off Control Temperature
1 . 2 . .
ON OFF ON OFF °F °C
Control 1 Control 2
Control 1 Control 2
' Submit |

Device 2

Figure 25

Model

Voltage:

Device ID

EPV104

2490VDC

FP-2
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Section 3 — Adding NetLink modules to Security Center (continued)

3.4 Configure SNMP Traps

Once a the NetLink Entity has been added to Security Center, the SNMP traps can be configured to allow reporting of NetLink events
directly into Security Center.

10. Open the "LSPNetLink Configs" page, select the "Trap Settings" tab, and add an SNMP V3 Trap Receiver. Select "Enable Trigger
Event" to create an event when a NetLink Trap is received. Note that all LSP NetLink modeuls share the Trap Receiver settings
and SNMP v3 Trap Receiver, but trigger event settings are indepent. The SNMP version selected should be consistent with the
SNMP version selected on the NetLink. If SNMPv3 is selected, a user name and password must be added. (Figure 26)

L LSPNetlink

m
Identity | LSPNetLink Configs

4 ® DESKTOP-L2NTPAO

b=

W Enable Trigger Event

105 AM
© & B T ) ENG
SR DNy, B

Figure 26

11. Open the NetLink's reporting page and select the events to reported. (Figure 27).

FLiesa
Plowerf"ew

HOME

PowerCom® roweR SYSTEM MANAGER

Ver: 9.30.12

Reporting Configure  Tools admin Log Out

[oIl] 4 s} Genetec Test

SITEID
EIENThu Sep 05 2019 B[ 413:38:40

Alert Enable On

System Fault « Event! v Battery End of Life « Service Reminder

AC Fault FAl Active + Battery Condition v Device Detect

Battery Backup Time ADC1Reading CurrentSense1 CurrentSense2 +

Submit

Figure 27



Section 3 — Adding NetLink modules to Security Center (continued)

12. Open the NetLink's Configure page. In the SNMP Settings section, enter the SNMP Trap Receiver IP address and port number
and select the trap version. The receiver IP is the IP address of the PC which is running Security Center. Ensure any firewall
will allow the SNMP trap connections. Note that the SNMP traps use the UDP protocol. (Figure 28).

PR © ——

<

e | 10.0.0.18:8443/nl4fra

e
“LifeSafe ® 5 ;
Po ty PowerCom® rowEeR SYSTEM MANAGER
wer
HOME Reporting  Configure admin Log Out Ver: 9.30.12
SNMP Settings
Basic
Name Source Network User Name Password
Read Community: publicread mynetwork 192.168.1.0/24 12345578
Write Community: publicwrite mynetwork 10.0.0.0024 87654321
Location: LsP
Port #: 1561
Trap Type: Trap v
Submit Submit Delete Submit Delete
SNMP Trap Receiver Traps Version SNMP Inform Log

P
10.0.0.28 6: Select Traps Version V3 Show Inform Log

Submit Delete

Figure 28

13. From the Security Desk home page, open the Monitoring task and select LSPNetLink to monitor. SNMP traps will be received
automatically and events will be generated in Security Center if "Enable Trigger Event" is selected. Click "Event Test" to generate
a test event. (Figure 29).

|7 7= LsPNetlink

Stop Monitor Event Test

fTime 1P Address
9/5/2019 11:29:01 AM

9/5/2019 1:1340 PM
9/5/2019 1:16:56 PM

0/5/2019 1:1737 PM

9/5/2019 1:3744 PM [FP2 AC fault status: Yes
0/5/2019 1:3827 PM [FP2 AC fault st

9/5/2019 1:21:09 PM 8 e sage
9/5/2019 13952 PM Al sta

9/5/2019 1:3352 PM

9/5/2019 1:4005 PM

9/5/2019 1:40:18 PM

9/5/2019 1:4032 PM

| Trap Re

B R B LR

9/5/2019

Figure 29

17
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Section 3 — Adding NetLink modules to Security Center (continued)

14. To allow LSPNetLinkAlert events to automatically trigger an action, go to the Area View page in the config tool, select the
LSPNetLink Entity, and click the Identity Tab. Select "Actions" and click "+" to create an Event-to-Action as shown. (Figure 30).

B P LSPNetlink

] ]
LSPNetLink Configs

4 ® DESKTOP-L2NTPAO Kentzy

Figure 30




Section 3 — Adding NetLink modules to Security Center (continued)

3.5 Configure SQL
After configuring the SNMP traps, the SQL settings should be configured.

15. Open the "LSPNetLink Configs" page, select the "SQL Settings" tab, and enter the SQL server's IP address, the save path for
the SQL server machine (or select another folder), and enter a name for the database. If the SQL server is on the local host,
login with Windows Authenticaltion, otherwise you must choose an SQL server account to log into by entering a user name and
password. Click the save button to save the SQL settings. (Figure 31)

S0 Sritings

Duataberce

Save Path A

Figure 31
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Section 3 — Adding NetLink modules to Security Center (continued)

16. Configure the SQL Server to support remote access. (Figure 32)

BE Microsoft SQL Server Management Studio

file Edit View Debug Tools Window Help

- -5 @ A NewQuey Dy Sl 6 2 @9 -0 - E-5 e p = - % -] & e 6] 0

bject Explorer T
Connect- 3/ 3} u 7 7] .5 = =
= [ 10.00.21 (SQL Server 12.0.6024 - DESKTOP-OB4V6BI\P72) S sept - I e
[C3 Databases
[ Security Comnecions

(L3 Server Objects
[ Replication
3 Management 0 E

Permissions

Maximum number of concument connections (0 = unlimited):

[[] Use query govemer to prevent long-unning gueries

Default connection options

implicit transactions
cursor elose on commit
ansi wamings

ansi padding

ANSI NULLS
arithmetic abort

‘Connection Remoate server

Allow remate connections to this server

Server.
100021

Temate query TmeoLt [n seconds. U = no tmeol
Connection:
DESKTOP-O64VEBI\PT2 600 EI

props "
3 View connection properties 1] Reque distibuted

Progress

® Configured values O Running values

Figure 32

17. Add the SQL account to the sysadmin group. (Figure 33)

[ Databases

2 [d Security
= 3 Logins
ﬂ Legin - New - O he
Selecta page ) -
i = Gener 5 soret ~ [ Help
% Server Roles
2 User Mapping Server role is used to arant server-wide security privileges to a user.
2 Securables
& Status
Server roles:
[ bulkadmin
[ dbereator
[ diskadmin
g public
[ securityadmin
(3 Sery [] serveradmin
3 Rep [ setupadmin

2 Maf

Figure 33




Section 3 — Adding NetLink modules to Security Center (continued)

18. Enable TCP/IP and add port 1433 to all IPs. (Figure 34)

& Computer Management - ] X
File Action View Help
L 28] =8
& Computer Management (Local) Protocol Name Status Actions
~ i SV“TE’"k-;“‘Td ‘ % Shared Memory  Enabled TCP11P Propertes N <
7 g E“ H“, ecuer MNamed Pipes Disabled More Actions N
> vent Viewer
TCP/P Enzbled
5 @) Shared Folders |_ TR Protocol [P Addresses
> & Local Users and Groups [E 1P ~
> (9 Peformance Active Yes More Actions 4
¥ Device Manager Enabled o -
+ {2 Storage IP Address feB0::e197:b064: dfdb: 64756
ﬁ Disk Management JCP Dynamic Porte 0
~ s Services and Applications L[_wcpeot 1433 |
2% Services B 1p2
5 WMI Control Adtive Yes
~ [§ QL Server Configuration Manager Enabled Ho
B Sl Serer Seices pasis 100021
H. sOL Server Network Configuration (2 ToP Port 1az3 |
> & SOL Native Client 11.0 Configuration s
3
B Active Yes
Bl Protocols for SQLEXPRESS Enabled No
(e e THELT AT IP Address fe80:b05d:67bd:938%:7F36%7
» & Message Queuing TCP Dynamic Ports [}
ICDDare g
Active
Indicates whether the selected IP Address is active.
Co ] ey
< >

Figure 34

19. Configure an inbound rule on the firewall to allow TCP port 1433. (Figures 35 and 36)

‘ Windows Defender Firewall with Advanced Security

File Action View Help

= 2@ = HE

& Windows Defender Firewall witl REESTE RS
3 Inbound Rules

 Ooro TRl Mame Group Profile Enabled Action Override Prograi
2u Connection Security Rules || @ New Inbound Rule Wizard
> % Maonitoring

Rule Type
Select the type of firewall rule to create.

Steps:
@ Rule Type What type of rule would you like to create?
@ Protocol and Ports
@ Action ) Program
@ Profile Rule that controls connections for a program.
@ MName ® Port
Rule that controls connections for a TCP or UDP port.
O Predefined:
@Firewall AP1.dll.-30200 w
Rule that controls connections for a Windows experience.
() Custom
Custom rule.

Figure 35
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Section 3 — Adding NetLink modules to Security Center (continued)

‘ Windows Defender Firewall with Advanced Security

File Action View Help
e 2@ = B

¢ Windows Defender Firewall witl] RIS N B
&3 Inbound Rules

~

B Outbound Rules Name Group Profile Enabled Action Override Progra

!‘y Connection Security Rules ‘ Mew Inbound Rule Wizard x
b ﬁ Menitaring

Protocol and Ports
Specify the protocols and ports to which this rule applies.

Steps:

@ FRule Type Does this rule apply to TCP or UDP?
@ Protocol and Ports @® TCP

@ Action T UDP

@ Profile

@ Name

Does this rule apply to all local ports or specific local ports?

) All local ports

@ Specific local ports: |1433|
Example: 80, 443, 5000-5010

Figure 36




Section 4 - Using the Integration

4.1 System Status

Once configured, the power supply system status and data may be read through Security Center.

1. Before receiving SNMP data for the first time, only the NetLink tab will be shown with an empty parameter table. (Figure 37)

Y |[1 ™= LSPNetlink

4 ® DESKTOP-OB4VGEI

Stop Mornitor

Power Alert ) Power Data | Pro:

10.00.107

NetLink

Parameter

Figure 37

2. Once data is received, tabs for any connected power supply and M8 boards will display. (Figures 38, 39, and 40)

V[t P LsPrettine
Stop Monitor Event Test

Power Alert )| Power Data | Programming
1000107 ~| | Refresh Data Immediately | Data Auto Refresh Every 5 Minutes

Netlink | FP1) FP2 ) M8-1) M8-2

Figure 38

23



Section 4 — Using the Integration (continued)

ar 1 P LSPNetlink

4 ™ DESKTOP-O64V6BI
e Stop Monitor Bvent Test

Power Alert | Power Data | Programming

192.168.2.234 Refresh Data Immediately  Data Auto Refresh Every 5 Minutes

Netlink ) FP1) FP2 ) Fp3 ) P4 ) FP5 ) Fp6 )\ Fp7 ) Fpe ) FPO ) FP10 ) FP11 ) FP12 ) MB-1\ Me-2 ) Ma-2

Parameter

Time

Channel 1 Description
Channel 1 Voltage
Channel 1 Current

Channel 1 PowerReacy
Channel 1 Controllnput
Channel 1 FAlState.

Channel 1 CtlinputType
Channel 1 OutputloadType

Channel 2 Current
[

Figure 39

Refresh Data Immediately

NetLink

Parameter
| Time
—
CabinetintemalTemper
CurrentSensel

CurrentSense2 I

ExtermalTemperature

ADC1Reading i
ADC2Reading

Figure 40




Section 4 — Using the Integration (continued)

3. To change the available parameters, navigate to the Programming tab, select the tab for the board to configure, and enter the ap-

propriate value(s). (Figure 41)

4 ® DESKTOP-O64V6RI

etect. For AQL/FPV.

Figure 41

Available parameters and their values are:

Battery Fault Detect (Active or Inactive) - Enables or disables battery presence detection. This setting is for AQL or FPV power
supplies only.

Battery Test Status (Testing or Inactive) - Starts an automated battery test.

Battery Schedule Test Date Time - Enter a date and time in the format of "2020-01-01 23:01:59" to schedule an automated battery
test.

Repeat Test Interval - Enter a number in Days to repeat the battery test. Example: Enter "365" to run the scheduled battery test
once per year.

Rated Battery Life - Enter a number in Years for battery replacement. Example: Enter "4" to set the battery replacement time to
four years.

Rated Capacity - Enter a number in Amp Hours to indicate the installed battery size. Example: Enter "12" to indicate a 12 amp-hour
battery set.

Required Battery Runtime - Enter a number in Hours to indicate the minimum required standby time for the system. Example:
Enter "4" to indicate four hours of required standby.

Output Reset Delay - Enter a number in Seconds to indicate the lengh of the power cycle of the main output for power supply with
a main output reset feature.

Reset Qutput (Active) - Setting this field to Active will begin the main output reset.

25
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